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Venafi designs processes and procedures to ensure that our products and services are provided securely and as described in the service commitments we make to our customers and partners.

Venafi commits to maintaining robust security over customer information, meeting or exceeding legal requirements and industry standards, using commercially reasonable safeguards over the hardware, software, personnel, and other relevant security controls. Base security commitments for Venafi as a Service™ include, but are not limited to, the following:

- Use of secure access controls, and other processes to support the secure delivery of our solutions.
- Use of encryption technologies to protect high value or sensitive data in transit (on the system edges currently) and at rest.
- Operational procedures for managing security incidents.
- Periodic vulnerability scanning to uncover security vulnerabilities and prioritizing those for remediation.
- Independent third-party penetration testing of the environment.

Periodic backup of critical databases.

Venafi is the cybersecurity market leader in machine identity management, securing the cryptographic keys and digital certificates on which every business and government depends to deliver safe machine-to-machine communication. Organizations use Venafi key and certificate security to protect communications, commerce, critical systems and data, and mobile and user access. To learn more, visit venafi.com